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The Intelligence Community of Europe involves collection agencies, intelligence disseminators, and communication centers that are more or less organized and regulated by the European Union. Very similar to the Intelligence Community in America, the IC in Europe must collect and analyze intelligence, determine which information is most important to the Union, and pass on the information to those who will act on it. The American and European Intelligence Communities usually work closely, since many of their interests overlap, and they use EUCOM to facilitate both communication and action. Because of the Intelligence Community in Europe and its collaboration with others, many acts of violence and potential issues are avoided.

The Intelligence Cycle as defined by Europol involves continuous collection based on The Serious and Organized Crime Assessment (SOCTA), the development of Multi-Annual Strategic Action Plans based on the goals of the IC and SOCTA, setting Operational Action Plans (OAPs) that target specific threats, and evaluating the success of the OAPs and developing new recommendations for the SOCTA (“EU…EMPACT,” 2016). Inside the Intelligence Community of Europe, many collection agencies have to be coordinated in order for operations to run smoothly. For constant collection, the IC has agencies like Britain’s Government Communication Headquarters, which specializes in signals intelligence; France’s General Directorate for Internal Security, which specializes in counter-terrorism; and Germany’s Strategic Surveillance Command, which specializes in Military signals intelligence and geospatial intelligence (“List…Agencies,” 2016). The European Union puts restrictions on these agencies that control subject matter, length of investigation, and depth of information (“Foreign…Union,” 2015). Once the information is collected and preliminarily analyzed, it gets disseminated. Europol (an agency of the EU) is constantly developing an information exchange network, the cornerstone of which is the Europol Operations Network. Members of the EU, as well as non-EU countries and third party buyers are allowed access to this network in order to facilitate communication and transfer of information (“Information Exchange,” 2016). Europol also analyzes this information and creates SOCTA/OAPs in order to guarantee that threats facing the EU are taken care of based on intelligence and hard facts. After SOCTA is released and operations have been carried out, Europol and the EU evaluate the successes and failures and incorporate the new information into plans in the future. This cycle within the European IC is designed to promote smooth communication among law enforcement, EU institutions, and third parties in order to create effective plans to face criminal threats against the EU (“EU…EMPACT,” 2016). For the most part this system is successful, but, like in any large geographical area, there are gaps in intelligence or communication and occasionally threats slip through the cracks. In order to improve the rate of success and tighten these gaps, the European Union mainly works on technological advancements in order to stay ahead of criminals and terrorists, since many crimes are now rooted in technology. Europol also looks into the future of crime during the development of SOCTAs by considering patterns in history and using them to assess the present atmosphere, determining if it may foreshadow any crime in the future. The Union is also looking to increase communication among intelligence agencies across state borders and to more uniformly regulate all areas of the Intelligence Cycle (“EU…EMPACT,” 2016). This system and its successes and failures affect not only Europe, but also the worldwide Intelligence Community.

Although it seems as though successes of intelligence would be more important to the development of the Intelligence Community, the failures are what matter most to policy makers. The failures help make the gaps in the system more apparent to those who can fix them. For example, the lack of intelligence on Russia resulted in military operations in Ukraine and Syria that surprised the entirety of the Intelligence Community, especially that of Europe because of its proximity to the conflict. In 2014, Russia seized the Crimean peninsula seemingly in response to Ukraine’s expulsion of a pro-Moscow leader. This later escalated to the deployment of over 10,000 troops into Eastern Ukraine. The “aid” to Syria began when Russia sent aircraft and troops into Syria under the guise of fighting the Islamic State, but soon after, Russia was executing hundreds of airstrikes on Syrian soil (Northam, 2015). In an NPR interview, NATO’s supreme commander General Philip Breedlove assigns blame to the end of the Cold War, which he considers to be September 11th, 2001, when intelligence resources previously assigned to Russia were diverted to areas like counterterrorism, the Middle East, and China. He says that these military advancements have caused the Intelligence Community as a whole to reevaluate its priorities as well as its use of analysts in investigating these priorities. General Breedlove was intentionally vague about the changes, but he explained the refocus with the analogy that the European Intelligence Community is “turning like a supertanker” in the right direction (Northam, 2015). Another major failure of the European Intelligence Community occurred in Paris in January and November of 2015. According to European leaders, this catastrophe brought light to the paradox that citizens can easily cross national borders within the EU, but information about them can move less freely than they can. This intelligence discrepancy can cause law enforcement responses to be postponed or erroneous, leading to (in extreme cases) situations like the terrorist attacks in Paris (Birnbaum, 2015). These attacks spurred agencies within EU member states to revise their policies regarding intelligence sharing among each other and with states around the world. At the time of the January attacks, there were not many databases that held information about people in multiple member states and even fewer with information on all of the EU citizens. Since then, EU institutions like Europol have made communication and information storage among states easier and more strictly regulated (Birnbaum, 2015). The combination of these failures (along with others) has actually made Europe a safer place to be. However, it still faces some major issues on which the Intelligence Community is focused. First on the list is Illegal Immigration, where the action is focused on border control and detection of fraudulent documentation. Second is Human Trafficking, which is spearheaded in the “source countries,” or countries where the people are most likely to come from (based on intelligence). Also on the list are Counterfeit Goods, Synthetic Drugs, Trafficking of Illicit Firearms, and Cybercrime (“EU…EMPACT,” 2016). This list comes from the previously mentioned SOCTA, which is influenced by the priorities of the EU. By specifically targeting these issues as well as others lower on the list of priorities, the Intelligence Community of Europe is able to focus on criminal activity within the EU and the rest of Europe as well as help expose world issues. One way the IC of Europe connects seamlessly with that of the United States specifically is EUCOM. 

United States-European Command, or EUCOM, is a supportive agency of NATO that primarily provides both military and social aid to the 51 states and territories within its jurisdiction. The headquarters of EUCOM is the main channel through which intelligence is passed between the U.S. and Europe. The structure of the Intelligence Sector of EUCOM is naturally more military-like and the intelligence has more to do with military action than general knowledge (“U.S. European Command,” 2013). However, the IC of Europe is integral to the operation of EUCOM. EUCOM would not have the capability to carry out nearly as many well-informed missions, whether socially or militarily motivated, without input from the IC of Europe. EUCOM also facilitates communication between the United States IC and the European IC, which helps to fill gaps in intelligence and create operations that are more extensively researched (“U.S. European Command,” 2013). Though the IC is not solely feeding information to EUCOM, the Command is definitely a “customer” that benefits from access to intelligence.

The United States and Europe, specifically the members of the EU, have worked together on a wide variety of issues and have therefore developed a relationship known as the transatlantic partnership. The United States has found that many of its beliefs overlap with those of the EU, and it has therefore worked closely with the EU, including its Intelligence Community. These issues include relations with Russia, on which the U.S. and Europe put joint sanctions that have debilitated the economy; the Islamic State, where counter-terrorism efforts are focused; and Iran, where the U.S. and Europe have jointly vowed to ensure that the nuclear program stays peaceful (Mix, 2015). This relationship, specifically the benefit of information sharing, is being strained by the accusation that the United States (NSA) is monitoring programs in Europe without permission, which violates data privacy agreements between the two. This demonstrates that there is substantial cooperation and sharing of intelligence, but not everything can be shared with everyone, which is what distinguishes the IC of the U.S. from the IC of Europe (Mix, 2015). Overall, the United States’ closest ally is Europe, and it is therefore willing to share a lot of intelligence with the European IC in order to further the resolution of many common conflicts.

The Intelligence Community of Europe is an essential part of both European security as well as global security. Intelligence grows in importance with time, as the world has fought increasingly more information wars than it has violent wars. Though it may have both successes and failures, the IC has shown that it is capable of adapting to the breaks in the system and becoming stronger after every loss. Intelligence is a vital component of every part of government, from policy to national security, and is therefore one of the most integral parts of any organization, whether state or third party.
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